








PROFESSOR’S TEAM
WINS DEPARTMENT OF
ENERGY COMPETITION

ECE Professor Yong Fu’s group
YongOptimization placed rst in 
the Department of Energy’s Grid 
Optimization (GO) Competition 
Challenge 3.

e competition saw 18 teams battle 
for the net prize of $3 million. Fu’s team 
ranked rst place in six categories of the 
competition and received a prize award of 
$645,000. e prize money can be utilized 

to advance the team’s technologies further 
to be eld-ready for adoption.

“Mississippi State University is well 
known for its work in supporting the 
electrical power industry. is latest set 
of awards to Dr. Yong Fu shows that our 
impact is being recognized as some of the 
best in the nation. We are proud of Dr. Fu 
and his students,” Jason Keith, Dean of 
the Bagley College of Engineering, said.

e DOE GO Competition is a 
battleground for power system engineers, 
operations research engineers and high-
performance computing experts. e third 
of four challenges, Challenge 3, focused 
on identifying transformational and
disruptive software solutions for critical 
power system operation problems that will 
accelerate the development and adoption 
of emerging technologies in power grids.

“Today’s power grid is becoming more 
diverse and integrated with high-level 
distributed energy resources and smart 
control technologies that are creating a 
new set of grid management challenges in 
terms of large-scale, nonlinear, and non-
convex problem modeling, complex and 
time-consuming computation, as well as 

dicult uncertainty handling,” Fu said. “A 
complex knowledge of the problem eld 
and industry practice is essential to the 
GO Competition, and our approach was 
to explore parallel optimization algorithms 
for complex and realistic power system 
models and develop fast, ecient, and 
robust grid optimization solutions on the 
high-performance computing platform.”

Fu said how proud he was of his team 
and the hard work they put in to make the 
competition a success.

“e great work with my Ph.D. 
students - Yehong Peng, Fasiha Zainab 
and Komal Naz made the success of our 
innovative solution methodology and 
advanced programming technology in the 
GO Competition,” Fu said.

e GO Competition was created 
by Advanced Research Projects Agency-
Energy (ARPA-E) to accelerate the 
development of transformational and 
disruptive methods for solving the most 
pressing power system problems. e 
GO Competition is staged as a series of 
challenges in power systems to address 
emerging needs and new technologies on 
the grid. l

ECE FACULTYMEMBER
AMONG TEAM
AWARDED $5 MILLION
NSF GRANT

ECE Associate Professor Vuk 
Marojevic was among the group of ve 
NSF-funded teams awarded a total of 
$25 million to advance technologies 
and communications to operate securely 
through 5G networks.

Marojevic, a co-PI for the project 
entitled Zero Trust X, said the team’s 
project will address 5G security at 
dierent layers and components of the 
network, specically at the 5G UE, 5G 
RAN and 5G Core.

“is project is exciting yet very 
complex. Our team proposed to prototype 
and demonstrate about 10 dierent 
security solutions which, if successful, 
can have a huge value to society, military 

operations and business,” he said. “What 
most people don’t know is that NSF has a 
lot of non-research requirements, such as 
2-semester curriculum development, for 
this program, and DoD already started 
proposing new development directions 
and testbed demonstrations for our team.”

e project, led by the University of 
Kansas’ Taejoon Kim, who serves as the 
primary investigator, was awarded $5 
million as part of NSF’s Phase 2 
of NSF Convergence Accelerator 
Track G: Securely Operating rough 
5G Infrastructure. It aims to enable 
enhancements to end devices — such as 
smartphones and tablets — and augment 
5G wireless infrastructure, providing 
capabilities to military, government 
and critical infrastructure operators to
operate through public 5G networks 
while meeting security and resilience 
requirements. e convergent track 
supports the development of technologies 
to secure 5G and permit the secure use of 
non-secure networks.

e project aims to develop Zero 
Trust Chain software that enables military 
squads to securely share situational 
awareness in their operations using high-
performance, yet often untrusted, 5G 
networks. e software solution leverages 
the exibility of the 5G standard. It
implements innovative security solutions 
to detect malicious entities quickly and 
establish communication mechanisms to 
prevent access to or control DoD trac. l
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